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 Introduction
* Cloning of quantum states
* Quantum cryptography

* What are the operations that leaves the marginal
density operator undisturbed?

— Degrees of freedom are classified into 3 parts -- classical
nonclassical, and redundant.
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A fundamental property of quantum systems
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Sometimes it’s possible. So when?

Making a copy of a system
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Cloning and distinguishability

—| “Cloning” |—— | “Cloning” |—— @

1 1
@ T & @ ) independent
independent

Repeating this, we may obtain infinite number of independent samples of Os

—* We can determine Ps from a single copy

If pg 74 P1, we can distinguish the two states by a single copy.

Different states can be “cloned”. «—— The states are distinguishable.
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| Different, but not completely distinguishable states cannot be “cloned”.




Nonorthogonal pure states

Nonorthogonal mixed states may be broadcast
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When is it possible, and when is it not?
Pure states cannot be correlated to other systems.
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Barnum et al., PRL 76, 2818(1996)
We cannot make a copy of nonorthogonal pure states by anv means. !
Quantum cryptography (Quantum Key Distribution) Quantum cryptography (Quantum key distribution)
Secret key Random bit sequence shared by Alice and Bob Eavesdroppin g .
=Quantum measurement g
| Alice Bob back action
- - information| | back action Bob
key 0100101 0100101 key
message 1111111 1011010 0 O - * [E— o il
l XOR lXOR sometimes...
o 1111111 message
1011010 key 0100101 Errors in the secret key 0100111 key

key 2 0000000~1111111
message  ? 0000000~1111111

This scheme is perfectly secure if the key is used only once.

How to distribute the key? <«——— Quantum mechanics

Verify a portion of the secret key

a (and discard that portion). . Bob

Discard the whole key if errors are detected.




Eavesdropping in Quantum key distribution

Imprinting
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Quantum cryptography (Quantum Key Distribution)

BB84 protocol Bennett and Brassard (1984)

Polarization of a single photon

Bl 4+ 0
0o ?

& By, oL |
. . basis
Some information on s (Ey # E)) Jr 1 Py — 1 9
T
e £ 7 0
No-imprinting principles O C ft)
., . (7
Conditions on Poand 21 such that ,4) 1
any attempt to read out s induces disturbance TE _'_ O
Discard events with ‘?’
Quantum cryptography (Quantum Key Distribution)
Pure states Bennett, Brassard, Mermin, PRL 68,557(1992)
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Discard events with *?’
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Quantum cryptography (Quantum Key Distribution)

Quantum cryptography with orthogonal states
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Extracting contents of A
and correlation to B

Mixed states (imprinting)
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What kind of information can be extracted without disturbance?

What kind of choices of Ps ensures that any attempt to read out
information causes disturbances?

Ps

Approach

Given initial states {r;} |, ’

find the condition for the U
allowed operations. il -
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A principle that states what one can do, and what one cannot
do, without disturbing the marginal density operators.




The operations that do not disturb {ri}
Quantum cryptography

______________________________________________

Eavesdrop
Compression
compress W
Teleportation

__________________________________________________________

Principle
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Property of classical signals
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(CHANGES in distribution)

Property of classical signals

For classical signals...
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Unique decomposition

For quantum signals...

P0» P1 PO = P1

On a basis
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Operations must afféct independently.

This can be repeated, but not unique.




Property of quantum signals

“Obtaining which-path information degrades the visibility of interference.”

Property of quantum signals
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Mixed states (broadcasting)
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Broadcasting = Extracting all contents of s
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We cannot see this part.
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{ ps} are simultaneously diagonalized.
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No imprinting = No information on § is available
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The index [is the only clue

no-imprinting condition
g0 = 4(10)

po and P1 have the same trace for each block.

Quantum cryptography (Quantum Key Distribution)
‘What Eve can do is

There are three ways to hide the bit info.

My none (yon H{
| classical (2) on correlatlons through H(’
HY quantum (3) on quantum correlations through [
(1) @A lug), |uq) (uglug) #0 B92

@) ! @G"@ " Aﬁ:g? BBS4
A B

3) (1) 410) 5 + 10) Al1) B)/V2 Goldenberg & Vaidman,
* # A (A0 - [OA Y VE TR0

0) 40) B

(T #0,1/2,1) ﬁll)Aw)B +VI=TI0AIDE  Koashi & imoto,
VI=T|1)40)g — VT|0)4|l1)p  PRL79,2383(1997)

Structure of quantum information 3/ — v HSI) ® Hg)
l

gDl g

P =X
l
Mixed states Extracting
2 pre states {ps, pi) information
l intact classical
orthogonal
() :
Hj disturbed s
nonclassical
nonorthogonal
() ‘ .
HK no information redundant
identical




