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Although quantum key distribution can in principle be unconditionally secure,

in practice, there are various types of non-ideal conditions and device imperfections and these may affect the security. In practice, most often we use coherent light instead of the single-photon source which is a difficult technique. However, due to the possible photon-number-splitting attack, the real set-ups with weak coherent light can be in principle insecure for long distance QKD. (The secure distance cannot be longer than 20 kms with our currently existing technologies.) The decoy-state method can make it unconditionally secure for long distance QKD with a key rate comparable to that with a single-photon source. Here we shall show how the decoy-state method works. In particular we show

1. An explicit tight formula to veryfy the upper-bound of fraction of tagged bits or lower bound of untagged bits by using 3 intensities of coherent light;

2. Numerical results for the verification even with statistical fluctuation;

3. The experimental results in photon polarization space, for a distance of more than 75 kms.
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