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In the last years the rapidly growing field of quantum key distribution (QKD) has seen new distance records nearly every year due to better detectors and novel protocols. The implementation of SARG or decoy states pushed QKD with weak coherent pulses forward to distil a secure key over more than 100km. I will shortly review the current status. As an alternative, entangled photons can be distributed over long distances and can be used nowadays as a resource for unconditionally secure QKD, but also in future to connect quantum computer with the help of quantum repeaters to share or to teleport quantum states. The generation and distribution of polarization entangled photon pairs will be discussed as well quantum teleportation.
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The latter article is quite new and carry a lot of references to explore
the field of QKD!

